How to Install a Root Certificate in Windows

After you download Root certificate from https://simargl.lic/repository It should be imported following the
next steps:

2

SimarglRCA.cer

Root certificate file has .cer extension. Double-click the file

wh Certificate

General Details Certification Path

@,g Certificate Information

This CA Root certificate is not trusted. To enable trust,

install this certificate in the Trusted Root Certification
Authorities store.

Issued to: SIMARGL llc Root CA
Issued by: SIMARGL lic Root CA

Valid from 4/8/2021 to 4/10/2031

Install Certificate...

Issuer Statement

Click “Install Certificate...”


https://simargl.llc/repository

2# Certificate Import Wizard

Welcome to the Certificate Import Wizard

This wizard helps you copy certificates, certificate trust lists, and certificate revocation
lists from your disk to a certificate store.

A certificate, which is issued by a certification authority, is a confirmation of your identity
and contains information used to protect data or to establish secure network
connections. A certificate store is the system area where certificates are kept.

Store Location
(@ Current User

(O Local Machine

To continue, dick Next.

Next Cancel

Click “Next” button.

& ¢ Certificate Import Wizard

Certificate Store

Certificate stores are system areas where certificates are kept.

Windows can automatically select a certificate store, or you can specify a location for
the certificate.

(O Automatically select the certificate store based on the type of certificate
(@ Place all certificates in the following store
Certificate store:

I Browse...

Select “Place all certificates in the following store” and click “Browse..” button.



Select Certificate Store X

Select the certificate store you want to use.

T | Personal ~
~~~~~ :j Trusted Root Certification Authorities
--{_| Enterprise Trust
----- | Intermediate Certification Authorities
“{ ] Trusted Publishers
£..F3 1 iIntricted Cartifircates v
< >
[ ] show physical stores
OK Cancel

Select “Trusted Root Certification Authorities” and click “OK” button.

& ¥ Certificate Import Wizard

Certificate Store

Certificate stores are system areas where certificates are kept.

Windows can automatically select a certificate store, or you can specify a location for
the certificate.

(O Automatically select the certificate store based on the type of certificate
(@ Place all certificates in the following store
Certificate store:

|Trusted Root Certification Authorities | E Browse... ;

Next l Cancel |

Click “Next” button.



& &¢ Certificate Import Wizard

Completing the Certificate Import Wizard

The certificate will be imported after you dick Finish.

You have spedified the following settings:

(0= gv)ile) B o g ot= e s Ry MBS=8 Trusted Root Certification Authorities

Content Certificate

Click “Finish” button.



Security Warning

You are about to install a certificate from a certification
authority (CA} claiming to represent:

SIMARGL lic Root CA

Windows cannot validate that the certificate is actually from
“SIMARGL llc Root CA". You should confirm its origin by
contacting "SIMARGL lic Root CA", The following number will
assist you in this process:

Thumbprint (shal): 0BCEC8FS B3FED389 4B67CEBDS 5ADSACT7
1BA9219C

Warning:

If you install this root certificate, Windows will automatically
trust any certificate issued by this CA. Installing a certificate
with an unconfirmed thumbprint is a security risk. If you click
“Yes” you acknowledge this risk.

Do you want to install this certificate?

Yes No

Review Thumbprint(shal), be sure it is matched to Thumbprint record on Repository page.

https://simargl.lic/repository

Click “YES” button.

Certificate Import Wizard X

0 The import was successful.
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